Foreword

In public debates about potential impacts of contemporary Information and Communication Technologies (ICTs), invasion of “privacy” and misuse of personal data are often regarded as being amongst the most evident negative effects of ICTs which should be carefully analysed and controlled. Computing experts and informaticians often use the term “data protection” as synonymous with “privacy” although this usage is somewhat misleading: the main task is NOT to protect the data but it is the task to protect the personal sphere represented by the data and their relations associated with a person (sometimes called the “data shadow” of a person’s privacy).

Indeed, the term “data protection” tends to hide basic problems which have to be solved to technically protect the “data shadow” of a person’s “private sphere”. While “data protection” assumes that data have been taken and stored, an analysis of person’s privacy concerns may require that related data should on no account be taken and stored. Therefore, the term “data protection” is too technically reductive to be used synonymously for privacy.

The consistent inadequate usage of the term “data protection” is another illustration of the validity of Joseph Weizenbaum’s metaphor (in his book “Computer Power and Human Reasoning”) according to which computer scientists tend to search for some solutions in the light of a lantern, whereas the key lies in the shadow. Indeed, it is comparably easy to describe how to technically protect data, whether related to a person, an enterprise or any other entity. Several models exist for restricting access to any data, either on a “discretionary” or “mandatory” basis (DAC, MAC), either built into the kernel of an operating system (“Reference Monitor”) or into some outer shell. Some models may also distinguish between the roles a user of stored data actually plays (RBAC), and a refined model may also include tasks which a user actually has to perform upon such data (a valuable contribution of the author of this book).

“Auditing” provides adequate means to control whether personal data are used according to prescriptions, such as rights of users or capabilities of related IT processes. All these models are quite easily implemented (although it is also easy to switch such technical protection off).

Beyond such technical methods, models, and tools, it is significantly more difficult to describe basic requirements and means to protect the “data shadow” of a person. Some such requirements can be found in the privacy laws which have been passed in several countries, though on different levels. Some degree of harmonization is available in the European Union, based on its Data Protection Directive, but there still exist many problems in the exchange of personal data with areas with different (or no) legal requirements.

Requirements for privacy protection may depend upon the legal basis of privacy in a particular country. In Germany where privacy is regarded as some quasi-constitutional “right for informational self-determination”, such requirements are concerned with the necessity of data collection and processing, purpose specification
and purpose binding, and the transparency of personal data protection. In addition, directives of the European Union and OECD also require lawfulness and fairness. Based on the different legal systems, there are sufficient stipulations on the legal side regarding which requirements must be legally fulfilled to store, process, and communicate personal data.

For a long time, these legal requirements were almost disregarded by the ICT community. Until very recently, there was no basic model for privacy-related requirements which implementations and usage of related information systems must fulfill. It is the specific value of Simone Fischer-Hübner’s work (published in this book covering her habilitation thesis), that a first model is now available which permits the description of requirements derived from legal concepts.

Moreover, the author does not simply present her suggestions as a collection of principles and technical requirements. Besides developing a “privacy-friendly concept of data protection”, she also presents it as a formal model, the implementation of which (when done properly) may help to prove that privacy requirements have indeed been implemented in some software. The demonstration of the model presented in this book is also embedded in contemporary concepts of IT Security, as seen by the description of its realization within LaPadula’s Generalized Framework for Access Control. Consequently, implementations of her model will - if done correctly - make the related software not only adaptable to contemporary ITSEC concepts but at the same time “conforming with law” and “privacy-friendly”. She also convincingly counters any argument that such models are “just theoretical and hardly to be implemented”: she demonstrates that and how her model can be implemented on a relevant platform.

This book can – and hopefully will – become the foundation of a new way to model and consequently implement user requirements into ICT systems which conform better than before with human principles (starting but not ending with privacy). In this sense, it is my sincere hope that this book becomes really successful.
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In the Global Information Society, the individual’s privacy is seriously endangered and is becoming more and more an international problem. An international harmonisation of privacy legislation is needed but is hardly achievable due to cultural differences. Therefore, privacy commissioners are demanding that privacy should be a design criterion and that more privacy-enhancing technologies have to be designed, implemented and used. In addition to privacy technologies for the protection of users, there is also a need for privacy enhancing technologies for protecting the data subjects, who are not necessarily system users.

In this thesis, the related areas of privacy, IT-security and privacy-enhancing technologies are presented, elaborated, analysed and discussed. The central part of this thesis is the presentation of a formal task-based privacy model, which can be used to technically enforce legal privacy requirements such as the necessity of personal data processing and purpose binding. In addition, it is specified how the privacy model policy has been implemented together with other security policies according to the Generalized Framework for Access Control (GFAC).
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